# **Política de Proteção de Dados Sensíveis em conformidade com a LGPD**

Modelo de Política de Proteção de Dados em conformidade com a Lei Geral de Proteção de Dados (LGPD). O seguinte modelo pode ser adaptado conforme as necessidades específicas do seu escritório.

## Introdução

O [***Nome da empresa***], inscrito sob o CNPJ ***XX. XXX. XXX/XXXX-XX*** , valoriza a privacidade e a proteção dos dados pessoais de seus clientes, colaboradores e terceiros. Esta política descreve como coletamos, usamos, armazenamos, compartilhamos e protegemos os dados pessoais, em conformidade com a Lei Geral de Proteção de Dados (LGPD - Lei nº 13.709/2018).

## Definições

Para fins desta política, aplicam-se as seguintes definições.

**Dados pessoais:** informações relacionadas à pessoa natural identificada ou identificável.

**Dado pessoal sensível:** dado pessoal sobre origem racial ou étnica, convicção religiosa, opinião política, filiação a sindicato ou a organização de caráter religioso, filosófico ou político, dado referente à saúde ou à vida sexual, dado genético ou biométrico, quando vinculado a uma pessoa natural.

**Titular dos dados:** pessoa natural a quem se referem os dados pessoais.

**Controlador:** pessoa física ou jurídica, de direito público ou privado, a quem competem as decisões referentes ao tratamento de dados pessoais.

**Operador:** pessoa física ou jurídica, de direito público ou privado, que realiza o tratamento de dados pessoais em nome do controlador.

**Encarregado dos dados (Data Protection Officer - DPO):** pessoa indicada pelo controlador e operador para atuar como canal de comunicação entre o controlador, os titulares dos dados e a Autoridade Nacional de Proteção de Dados (ANPD).

**Tratamento de dados:** toda operação realizada com dados pessoais, como as que se referem a coleta, produção, recepção, classificação, utilização, acesso, reprodução, transmissão, distribuição, processamento, arquivamento, eliminação, avaliação ou controle da informação, modificação, comunicação, transferência, difusão ou extração.

**Consentimento:** o titular concorda com o tratamento de seus dados pessoais para uma finalidade determinada.

**Compartilhamento:** comunicação, difusão, transferência internacional, interconexão de dados pessoais ou tratamento compartilhado de bancos de dados pessoais por órgãos e entidades públicas no cumprimento de suas competências legais, ou entre esses e entes privados, reciprocamente, com autorização específica, para uma ou mais modalidades de tratamento permitidas por esses entes públicos, ou entre entes privados.

**Banco de dados:** é o conjunto estruturado de dados pessoais, estabelecido em um ou em vários locais em suporte eletrônico ou físico.

**Relatório de impacto à proteção de dados pessoais:** documentação que deve ser fornecida pelo escritório que controla os dados e que contém descrição dos processos de tratamento de dados pessoais que podem gerar riscos às liberdades civis e aos direitos fundamentais, bem como medidas, salvaguardas e mecanismos de mitigação a risco.

Sobre a coleta de dados

Devido a natureza de nossas atividades, tratamos diferentes tipos de dados pessoais. Podemos coletar seus dados pessoais quando você, por algum motivo, realizar alguma transação direta conosco.

Coletamos dados pessoais diretamente dos titulares ou de outras fontes legítimas, incluindo:

**3.1 Dados pessoais comuns, como:**

* Nome;
* CPF;
* RG;
* Sexo;
* Data de nascimento;
* Endereço;
* Cidade, estado, CEP;
* E-mail.

**3.2 Dados pessoais sensíveis, como:**

* Religião;
* Cor;
* Nome social;
* Dados de saúde;
* Raça;
* Prontuário médico, biometria; e fotos.

**3.3 Dados financeiros:**

* Informações bancárias;
* Declaração do Imposto de Renda;
* Informações contábeis.

**3.4 Dados profissionais:**

* Cargo;
* Histórico profissional;
* Formação acadêmica.

**3.5 Os dados pessoais serão coletados e tratados para as seguintes finalidades:**

* Prestação de serviços contábeis e fiscais;
* Cumprimento de obrigações legais e regulatórias;
* Gestão financeira e administrativa;
* Comunicação com clientes e fornecedores;
* Melhoria de nossos serviços e atendimento aos clientes.

## Fundamentos legais para o tratamento de dados pessoais:

Os dados coletados e tratados pelo [***NOME DA EMPRESA***], devem obedecer às condições descritas na Lei nº 13.709/2018 - Lei Geral de Proteção de Dados (LGPD).

Na condição de controlador destes dados pessoais, utilizamos os seguintes fundamentos jurídicos estabelecidos pela LGPD:

* Cumprimento de obrigações legais ou regulatórias, notoriamente aquelas relacionadas às obrigações fiscais, tributárias e setoriais;
* Execução de contratos ou procedimentos preliminares, necessários para a prestação dos serviços inerentes às atividades desenvolvidas;
* Proteção da vida e da incolumidade física do titular ou de terceiros;
* Exercício regular de direitos em processos judiciais, administrativos ou arbitrais;
* Para atender aos interesses legítimos do controlador dos dados;
* Para a proteção de crédito;
* Mediante o consentimento do titular ou de seu representante legal.

## Compartilhamento de dados pessoais:

Os dados pessoais podem ser compartilhados com terceiros, sendo entidades públicas e privadas, apenas quando necessário e em conformidade com a LGPD.

Respeitamos todas as operações que envolvam o compartilhamento de dados pessoais, realizando-o com destinatários que se comprometam a adotar medidas técnicas e administrativas que possam proteger os dados compartilhados.

Os dados pessoais e/ou sensíveis dos titulares de dados serão compartilhados, conforme necessário, com:

* Autoridades governamentais e reguladoras;
* Instituições financeiras;
* Empresas de tecnologia que fornecem suporte aos nossos sistemas de informação;
* Parceiros e prestadores de serviços contratados para apoiar nossas atividades;
* Escritórios de advocacia.

É vedado qualquer tratamento de dados pessoais para fins não relacionados com as atividades desenvolvidas pela organização ou por pessoa não autorizada formalmente pelo [***NOME DA EMPRESA***].

## Segurança dos dados pessoais:

Implementamos medidas de segurança técnicas e administrativas para proteger os dados pessoais contra acessos não autorizados, perdas, alterações ou divulgações indevidas, tais como:(***SE JULGAR PERTINENTE PODE SE INCLUIR MAIS MEDIDAS DE SEGURANÇA QUE A EMPRESA UTILIZE***).

* Controle de acesso restrito;
* Uso de criptografia;
* Políticas de Segurança da Informação;
* Treinamento contínuo de colaboradores sobre proteção de dados.

## Direito dos Titulares de Dados:

Os titulares dos dados pessoais têm os seguintes direitos, conforme previsto na LGPD.

* Confirmação da existência de tratamento de dados;
* Acesso aos dados pessoais;
* Correção de dados incompletos, inexatos ou desatualizados;
* Anonimização, bloqueio ou eliminação de dados desnecessários, excessivos ou tratados em desconformidade com a LGPD;
* Portabilidade de dados a outro fornecedor de serviço ou produto;
* Eliminação dos dados pessoais tratados com consentimento;
* Informação sobre compartilhamento de dados;
* Revogação do consentimento.

## Contratos, convênios, acordos e instrumentos similares atualmente em vigor

Os contratos, convênios, acordos e instrumentos similares que envolvam o tratamento de dados pessoais devem incorporar cláusulas específicas em total conformidade com a presente Política de Proteção de Dados e contemplar:

* requisitos mínimos de segurança da informação;
* que o operador não processe os dados pessoais para finalidades que divergem da finalidade principal informada pelo controlador;
* requisitos de proteção de dados pessoais que os operadores de dados pessoais devem atender;
* condições sob as quais o operador deve devolver ou descartar com segurança os dados pessoais após a conclusão do serviço, rescisão de qualquer contrato ou de outra forma mediante solicitação do controlador.

(*Se julgar pertinente pode listar mais diretrizes sobre contratos, convênios, acordos e instrumentos similares que devem estar presentes nesta Política de Proteção de Dados*)

## Encarregado de Proteção de Dados:

O [***NOME DA EMPRESA***] nomeou um Encarregado de Proteção de Dados (DPO), que pode ser contatado para esclarecer dúvidas, receber reclamações e atender solicitações relativas aos dados pessoais.

Nome do DPO: [***NOME DO ENCARREGADO***]

E-mail: [***E-MAIL DO DPO***]

Telefone: [***TELEFONE DO DPO***]

**O não cumprimento desta política**

Casos de descumprimento desta Política deverão ser registrados e comunicados ao [***NOME DO DPO***] para ciência e tomada das providências cabíveis.

Caso ocorra a violação desta Política de Proteção de Dados, poderá acarretar, isolada ou cumulativamente, nos termos da legislação aplicável, sanções administrativas, civis e penais, assegurando aos envolvidos a ampla defesa.

## Atualização desta Política:

O cumprimento desta Política, e sua atualização devem ser avaliados periodicamente por meio de verificação de conformidade, buscando a certificação do cumprimento dos requisitos de privacidade e proteção de dados pessoais e da garantia de responsabilidade e sigilo constantes.

**Contato:**

Para qualquer dúvida ou solicitação relacionada a esta Política de Proteção de Dados, entre em contato conosco através do e-mail: [***E-MAIL DE CONTATO DA EMPRESA***]

[***NOME DA EMPRESA***]

[***ENDEREÇO***]

[***TELEFONE***]

[***E-MAIL***]

Essa Política entra em vigor em ***XX/XX/XXXX***

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_                                         \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_
(***Nome Pessoa responsável pelos dados***)                                              (***Nome Cliente***)

          Data Protection Office (DPO)

***Colatina, ES, XX/ XX/ XXXX***